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Abstract: Secure and energy efficient routing is one of the major requirements of the WSN models. This is due to the resource constrained environments and remotely deployed conditions. This work proposes an effective model that ensures security and energy efficiency during the routing process in a WSN. The proposed model modifies the Ant Colony Optimization algorithm to perform routing based on these multiple objectives. The proposed model uses trust as the major component to provide security, and the randomness associated with the metaheuristic nature of the model enables uniform usage of all sensor nodes. This also extends the network lifetime, making the proposed model highly efficient and deployable in real-time networks. Experiments and comparisons also indicate that the proposed model exhibits shorter time requirements and provides more optimized paths compared to models in literature.
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I. INTRODUCTION

The huge adoption of networks and network based processes in the recent years has resulted in a large number of Wireless Sensor Networks (WSN) to be employed in several areas [1,2]. One major challenge in using a WSN model is the adoption of an effective routing mechanism to provide secure transmission of data [3]. The challenges arise from the nature of the network and the network nodes. Nodes in WSN are generally sensors and power constrained. Further, they are usually deployed in remote locations, hence possibility of physical attacks is high [4,5]. The routing mechanism should consider all these issues while selecting transmission routes.

Several routing mechanisms have been put forth to provide safe and effective routing. The mechanisms can be divided into three broad categories; proactive, reactive and hybrid. Proactive routing models stores the routes and uses them as and when required, while reactive routing models determine routes based on the transmission requirements. Proactive routing works effectively on static environments, while dynamic environments require reactive routing models. Hybrid routing is a combination of both proactive and reactive models [6].

Efficient routing in WSN requires more than just effective routing. Trust and energy efficiency play a vital role in the routing model apart from the transmission distance. Credibility of a node is a mandatory aspect to identify if the node is malicious or under attack [7]. Energy efficiency is defined by moderate power depletion in nodes. Hence a routing model deigned for WSN should consider trust levels and energy efficiency apart from the usual distance measure. This makes routing a multi-objective decision-making problem.

This work proposes a modified Ant Colony Optimization (ACO) based routing model, that includes trust as a major component in its objective function. The significance of trust and distance are defined during the selection of nodes and the final route selection process uses the multi criteria objective function to determine the best route.

The remainder of this work is presented as follows: Section II presents a review of literature, Section III presents a detailed description of the working of the proposed model, Section IV presents the results and discussion and Section V concludes the work.

II. LITERATURE REVIEW

Secure routing plays a significant role in determining the efficiency of a WSN. Several contributions in terms of routing models are available in this domain. Some important contributions are discussed in this section.

A secure and on-demand routing model was proposed by Upendran et al. [8]. This work uses Particle Swarm Optimization (PSO) as the route generation mechanism. The node selection is performed only on-demand. Hence every node in the path is selected in random, making the model secure. An ACO based routing model for secure routing was proposed by Sun et al. [9]. The model proposes to achieve security with lowered energy consumption. The model uses Pareto modelling to obtain the final solution. An analysis of metaheuristic modelling and the generic nature of the modelling assumption was proposed by Prakasam et al. [10]. This work exhibits the generic and fine tunable nature of ACO models to incorporate additional objective criterion. The model deals with routing, however, is not specific to WSN routing. A fuzzy logic based ACO model for routing in Vehicular Adhoc NETworks (VANET) is proposed by Fatemidokht et al. [11]. This technique uses a combination of ACO and Fuzzy logic for routing. Other works using ACO includes model by Junmard et al. [12] dealing with QoS and Mobility Aware models. These models however do not deal with the security aspect from the point of trust levels of nodes.
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Trust levels play a significant role in the routing process. A secure routing model that considers trust as the main aspect for routing was proposed by Yang et al. [13]. This work proposes an energy optimized routing model Energy-optimized Secure Routing (EOSR), which also provides secure transmissions. The trust levels are used to identify malicious nodes. A clustering based model that uses trust factors for routing was proposed by Gaber et al. [14]. This work uses the Bat Optimization Algorithm for identifying the cluster heads. The cluster heads aid in secure routing. Other trust based models that uses clustering mechanisms for secure routing are models by Ganesh et al. [15] and Lu et al. [16].

An adaptive model for energy efficient routing was proposed by Singh et al. [17]. This is also a clustering based model and uses weighted probability levels to identify the cluster heads. The model also uses cross layer mechanisms to achieve high QoS. A random routing model that protects the source location in the routing process was proposed by He et al. [18]. This model has also been extended for Internet of Things domain. This is sector based random routing model that reduces energy consumption during the routing process. The model uses phantom nodes to hide the source location. Other models dealing with source location privacy are by Huang et al. [19], Yang et al. [20] and Han et al. [21].

III. NETWORK MODEL

The key points of the network model are as follows

- The network is composed of a large and defined number of sensor nodes.
- Each node is constrained by the computing power and energy source.
- It is also assumed that once deployed, the location of these sensors does not change.
- A powerful sink node whose location is defined and is public in the network.
- An event based reactive routing mechanism is assumed within the network.
- The events are also assumed to be raised in random and by any node in the network.

IV. TRUST BASED ROUTING USING MODIFIED ACO (TRMA)

Routing in WSN (Fig 1) requires the identification of secure nodes in the network, through which the packet transmission can take place. Routing is always expected to be secure such that the mode of transmission can reduce loss due to attacks to a large extent. However, this functionality always comes with increase in energy consumption, as nodes in the network must perform additional computations to obtain the secure node. Increase in energy consumption often leads to a reduction in the network lifetime. Sensors in the networks are usually battery operated and hence they are highly resource constrained. Battery depletion in sensors often lead to dead nodes. This in turn results in the degradation of the networks, hence reducing the network lifetime. Security vs. computation is always a tradeoff during the process of routing. Models proposed for routing are expected to achieve the best balance between energy consumption and security. This work provides a modified ACO based routing mechanism that provides compute effective and secure transmissions.

A. Search Space Creation and Parameter Initialization

ACO [22] operates on a defined and a static search space. The network containing sensors constitutes the search space for ACO. Every sensor and the connections between these sensors are recorded to form a graph. ACO performs traversals on this graph to determine the routing paths [23]. Sensors form nodes and connections between them constitute the edges. Sensors in WSN do not have direct connections between them. Instead, sensors that are within the communication radius of a node are considered to be connected to it. Hence the communication radius determines the presence or absence of edges between the nodes.

Every sensor is in the network is composed of several attributes. The routing process mainly uses the distance factors and the trust levels of nodes. During deployment, all nodes are given equal trust levels. As communication progresses, the trust values are modified to reflect the trust status of sensor.

ACO based parameters are mapped to these existing attributes of the sensor nodes for effective routing. ACO based properties include; number of ants (m), significance of trail intensity (α), significance of distance between nodes (β), evaporation coefficient (ρ) and level of pheromone that is deposited after every transmission (Q). Trail intensity between nodes (τ) is mapped to trust levels of the sensor network. Higher trail between nodes defines higher trust and low trail levels define lower trust. Evaporation coefficient aids in the deterioration of trust levels of a node. Every successful transmission increases the trail intensity levels. However, failure in transmission cannot be directly detected. Employing techniques for detecting failed transmissions will result in loss of computational resources. Hence if no traffic was observed between sensors, the trust levels automatically start to degrade. Successful transmission of packets increases the trust levels by Q. Hence attacked nodes automatically
lose their trust levels. Parameter values used by this work is shown in Table 1.

### Table-1: Parameters used by TRMA

<table>
<thead>
<tr>
<th>Parameters</th>
<th>Value</th>
</tr>
</thead>
<tbody>
<tr>
<td>A</td>
<td>0.5</td>
</tr>
<tr>
<td>B</td>
<td>0.3</td>
</tr>
<tr>
<td>P</td>
<td>0.1</td>
</tr>
<tr>
<td>M</td>
<td>10</td>
</tr>
<tr>
<td>Q</td>
<td>0.8</td>
</tr>
<tr>
<td>Initial Trust</td>
<td>1</td>
</tr>
</tbody>
</table>

Initialization of parameters and construction of the network graph forms first phase of the processing model.

### B. Trust based Objective Function

The objective function in a metaheuristic model is used to determine the fitness of a solution. The objective function of ACO is the probability function that determines the fitness of a solution. ACO uses a combination of trail intensity and distance in its objective function. The fitness of a node \( j \) from a node \( i \) is given by

\[
p_{ij}(t) = \frac{[\tau_{ij}(t)]^\alpha \cdot [\eta_{ij}]^\beta}{\sum_{j=1}^{n}[\tau_{ij}(t)]^\alpha \cdot [\eta_{ij}]^\beta}
\]

Where \( \tau_{ij} \) is the pheromone trail between sensors \( i \) and \( j \), and \( \eta_{ij} \) is the distance between the sensors. \( \eta_{ij} \) is determined by

\[
\eta_{ij} = \frac{1}{\sqrt{(x_i - x_j)^2 + (y_i - y_j)^2}}
\]

The proposed modified ACO model updates this objective function by incorporating the trust levels. This makes trust play a vital role in the node selection process. Trust is of three types: direct trust, indirect trust and comprehensive trust.

Direct trust is the trust level between two specific nodes \( i \) and \( j \). It is given by

\[
DT_{ij} = \frac{c_{ij} + 1}{c_{ij} + n c_{ij} + 2}
\]

Where \( c_{ij} \) is the number of cooperative interactions between \( i \) and \( j \) and \( n c_{ij} \) is the number of non-cooperative interactions between \( i \) and \( j \).

It is not sufficient to analyze the interactions between two nodes alone to determine the trust levels. Hence indirect trust is calculated. Indirect trust uses trust levels of an intermediate node to determine the trust levels of a node. Indirect trust is given by

\[
IT_{ij}^k = DT_{ik} + DT_{kj}
\]

The direct and the indirect trust levels are combined together to form the comprehensive trust. The comprehensive trust is given by

\[
T_{ij} = \mu \cdot DT_{ij} + \frac{1 - \mu}{n} \sum_{k=1}^{n} IT_{ij}^k
\]

Where \( \mu \) is the weight of direct trust and \( n \) is the number of nodes.

The comprehensive trust determines the trail intensity in the proposed modified ACO algorithm.

\[
\tau_{ij} = T_{ij}
\]

Hence node selection for every iteration is performed based on the trust and the distance measures. The modified objective function is given below

\[
p_{ij}(t) = \left( \frac{[\tau_{ij}(t)]^\alpha \cdot [\eta_{ij}]^\beta}{\sum_{j=1}^{n}[\tau_{ij}(t)]^\alpha \cdot [\eta_{ij}]^\beta} \right) \cdot \left( \frac{\tau_{ij}(t+1)}{\tau_{ij}(t)} \right) + \Delta \tau_{ij}(t, t + 1)
\]

The value of \( \Delta \tau_{ij} \) is given by \( Q \), the trail intensity level to be used for updating. The process is repeated for each ant until the ant reaches the sink node.

At the end of the iteration, every ant contains a path for reaching the sink node. General ACO determines the shortest path and selects it as the best path for traversal. However, the WSN requires not just the shortest path, but also the most secure path. The modified ACO uses a multi objective decision-making mechanism to obtain the best and the secure path. The multi-objective function used to determine the optimal path is given by

\[
F_a = \alpha \sum_{i=1}^{p-1} T_{path(i, path(i+1))} + \beta \sum_{i=1}^{p-1} \eta_{path(i, path(i+1))} \forall a = 1, 2, \ldots, m
\]

Where \( F_a \) is the fitness of the path given by ant \( a \), \( p \) is the number of nodes in the path, \( T_{path(i, path(i+1))} \) is the trust level between nodes \( i \) and \( i+1 \) in the path and \( \eta_{path(i, path(i+1))} \) is the distance between nodes \( i \) and \( i+1 \) in the path.

The path exhibiting highest fitness is used as the final path for transmission.

### V. RESULTS AND DISCUSSION

The TRMA routing algorithm has been implemented using C#.NET. The network is built using 30 nodes. Each node is assigned with all the properties pertaining to the ACO model and the trust levels. The objective functions were defined and the results were recorded in terms of time, distance covered for a path and the node utility levels. The algorithm was operated in two phases. The first phase identifies a route to traverse the entire network and the second phase identifies a route to travel between specific nodes.

Selection overhead is depicted in figure 2. Selection overhead is the time required to identify the path once a transmission request arises. Low selection overhead represents faster algorithms. It could be observed that the selection overheads exhibit time requirements of ~1.1
second. This is a short time requirement, exhibits the fast processing nature of the proposed model.
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**Fig. 2. Selection Overhead**

The selection overhead incurred for determining a specific path that traverses between two defined nodes is shown in figure 3. It could be observed that this path exhibits an average requirement of 0.01 second. This exhibits the efficiency of the proposed model.

Comparison is performed with the PSO based routing model proposed by Upendran et al. [8]. The initial comparison is performed based on the distance covered, representing the efficiency of the routing process (Figure 4). Distance covered is proportional to the energy depletion, hence lower the distance covered, better the network lifetime. It could be observed that the proposed TRMA model exhibits lower distance levels compared to the PSO based model proposed by Upendran et al., representing the efficiency of the routing process.

![Specific path based Selection Overhead](image2)

**Fig. 3. Specific path based Selection Overhead**

A comparison of the node usage levels is shown in figure 5. Usage levels of nodes is a sensor network should be distributed to enable energy efficiency and better network lifetime. It could be observed that the TRMA model exhibits moderate node usage levels and it is consistent on all nodes. Whereas, the model proposed by Upendran et al. utilizes several nodes to a large extent and many nodes are under utilized. This leads to irregular resource depletion, resulting in dead nodes. Hence in terms of node utility, the TRMA model was found to be highly efficient.

![Comparison of Distance Covered by the Models](image3)

**Fig. 4. Comparison of Distance Covered by the Models**

![Comparison of Node Usage Levels](image4)

**Fig. 5. Comparison of Node Usage Levels**

VI. CONCLUSION

Routing in WSN requires the routing model to incorporate security and energy efficiency, due to the constrained nature of WSN environments. This work proposes a secure and energy efficient model to perform routing in WSN. The proposed TRMA model uses modified ACO for the routing process. Trust levels of nodes are identified, and they form the major component of inculcating the security aspect into the model. The routing algorithm is modelled as a multi-criteria decision making problem, which incorporates
the trust levels along with the distance factors. Further, the randomized nature of the model enables uniform usage of nodes, resulting in energy efficient routing.

The major limitations of the model is that it is used in static environments. However, the base routing protocol is dynamic in nature. Hence the model can be used in dynamic environment with minimal changes to the working architecture. Incorporating dynamicity into the model can also ensure effective handling of dead nodes in the network, thereby reducing the issues that arise due to dead nodes.
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