Information Security Through Dual Transformation Techniques for the Unsecured Network


Abstract: Background: For the past two decades, cryptography techniques and methodologies play an inevitable role in the unsecured network. Intrusions and sniffing can be prevented through the above-said cryptography. In the 20th century, the inventions of the electromagnetic and complex machines are done remarkable jobs in the field of cryptography. The famous Enigma rotor machine is used to encrypt the text and the same is difficult to break. Literally speaking cryptography is the branch of number theory needs more integral solutions. Asymmetry algorithm is mainly used in prime theory. The classical cryptography and the ciphers are to protect the secrets. Objective: The objective of the research work is to maintain security to the messages and also to keep the integrity of the message. In the research arena, umpteen numbers of methods and technologies flood all the way in the cryptography technology. Method: The proposed methodology in this work is towards mathematical ideology like Laplace and Fourier transforms. By the way of above said two methodologies forward and reverse methods adopted both in Laplace and Fourier. Results: The outcome of the work shows the greater accuracy and difficult to tap the message in the unsecured network by the intruders. Mathematical implementations adopted throughout the research paper to emphasize the research outcome of the article.

Index Terms: Cryptography, Fourier, Inverse Fourier, Intrusions and Sniffing, Inverse Laplace, Laplace.

I. INTRODUCTION

The inter network communication across nodes in a network is an inevitable one in the fast growing world. Today, inter-network communication resolves the security related problems to a great extent. In an unsecured network, any communication can be tapped by the intruders at any point of time. Security and reliability are the chief issues affecting this scenario. The above said factors, play a vital role for secure transactions in unsecured networks. The cryptography is the good old technique still playing it’s role in an unsecured network with different fragrance. Any computer will be easily attacked within a small timeframe using cryptanalysis. F-FCSR-Stream cipher is used for cryptanalysis using Mbytes of data. It allows the attack to be performed on a single pc within seconds [1]. Encryptions using mathematical transformations are to be applied for secure message transmission in a secured channel [2]. In the research work of the article, two mathematical ideologies were deployed for cryptography techniques. The first one is Laplace and the other is Fourier transforms. The methodologies bring out the encryption and decryption through forward and inverse forms. According to the empirical study of the methods, Fourier transformation is faster than other techniques. Encryption and decryption using LAPLACE transformation is applicable for Pay-TV, e-commerce, sending private emails, transmitting financial information, security of ATM cards, computer passwords [3]. This can be used in a large-universe ABE scheme, any string can be used as an attribute of the system, and these attributes are not necessarily enumerated during setup [4]. The mathematical evaluation of the technique proposed, was performed and the results were verified. The analytical expressions were narrated with a clear example in this paper. The algorithms are incorporated for the easy understanding purpose for the upcoming researchers in the same line of art. Step by step procedures are explained through mathematical derivation. The algorithms, mathematical proof and numerical evaluation are the key factors of the research article. Abstract Functional Encryption (FE) is an exciting new paradigm that extends the notion of public key encryption. Using this, we explore the security of Inner Product Functional Encryption schemes with the goal of achieving the highest security against practically feasible attacks [5]. In multi-authority attribute-based encryption (ABE) systems, each authority manages a different attribute universe and issues the private keys to users [6]. In a functional encryption (FE) scheme, the owner of the secret key can generate restricted decryption keys that allow users to learn specific functions of the encrypted messages and nothing else [7].

II. LITERATURE SURVEY

Multivariate Public Key Cryptosystems (MPKC) are a candidate of post-quantum cryptography. The MPKC signature scheme Rainbow is endowed of efficient signature generation and verification [8]. A Cloud computing is emerging paradigm provides various IT related services. The security and privacy are two major factors that inhibits the growth of cloud computing [9]. As a signaling protocol for controlling communication on the internet, establishing, maintaining, and terminating the sessions, the Session Initiation Protocol (SIP) is widely used in the world of multimedia communication [10]. In this paper, we study the Learning With Errors problem and its binary variant, where secrets and errors are binary or taken in a small interval.
We introduce a new variant of the Blum, Kalai and Wasserman algorithm, relying on a quantization step that generalizes and fine-tunes modulus switching [11]. With the development of cloud computing, electronic health record (EHR) system has appeared in the form of patient centric, in which patients store their personal health records (PHRs) at a remote cloud server and selectively share them with physicians for convenient medical care [12]. We initiate a systematic treatment of the communication complexity of conditional disclosure of secrets (CDS), where two parties want to disclose a secret to a third party if and only if their respective inputs satisfy some predicate [13]. Attribute-Based Encryption (ABE) is a powerful cryptographic tool that allows fine-grained access control over data. Due to its features, ABE has been adopted in several applications, such as encrypted storage or access control systems [14].

III. APPLIED METHODOLOGY

A. Encryption Algorithm

1. Let \( F_a(x) \) be plain text divided into words.

\[ l(F_a(x)) = \text{Total length of key divided into words at certain intervals.} \]

\[ l(g(x)) = \text{Length of original key.} \]

Then \( l(F_a(x)) = (l(F_a(x)) / l(g(x))) + l(F_a(x)) \% l(g(x)) \)

\[ = F_1(x) + F_2(x) + F_3(x) + \ldots + F_a(x). \]

2. Now consider \( \Gamma(x) \)

Intermediate Cipher text

\[ G_a(x) = \lfloor F_a(x) \% F_a(x) \rfloor \mod 25 \]

Where \( n = 0, 1, 2, 3, \ldots, n \)

3. Consider \( G_a(x) \)

Let \( P_1(x) \) be the polynomial with coefficients of \( G_1(x) \) of consecutive powers from \( X^{n-1}, X^{n-2}, \ldots, 1 \).

4. The Cipher text is

\[ C.T = L(p(x)) + L(p_1(x)) + L(p_2(x)) + \ldots + L(p_a(x)) \]

(Or)

\[ F(p(x)) = F(p_1(x)) + F(p_2(x)) + \ldots + F(p_a(x)) \]

\[ \text{[as } p(x) = p_1(x) + p_2(x) + \ldots + p_a(x) \]}

We can apply either Fourier Transforms or Laplace Transforms.

B. DECRYPTION ALGORITHM

Decryption is the process of taking encoded or encrypted text or other data and converting it back into text that you or the computer can read and understand. This term could be used to describe a method of un-encrypting the data manually or with un-encrypting the data using the proper codes or keys.

Decryption is the process of transforming encrypted information so that it is intelligible again. A cryptographic algorithm, also called a cipher, is a mathematical function used for encryption or decryption.

1. \( L^{-1}(C.T) = p(x) \)

\[ = p_1(x) + p_2(x) + \ldots + p_a(x) \]

2. Extract the coefficients from \( p_1(x), p_2(x), \ldots, p_a(x) \).

3. Group the obtained coefficients

\[ n \text{ we will get } G_a(x) = G_1(x) + G_2(x) + \ldots + G_a(x) \]

4. \( f_a(x) = [G_a(x) - F_a(x)] \mod 25 \)

5. Where \( n = 0, 1, 2, 3, \ldots, n \)

the above process we will get required plain text. = Plain Text.

6. Similar process for Fourier Transformation

\[ \gamma(n) \text{ be the Gamma function} \]

\[ \gamma(n) = \int_{-\infty}^{\infty} x^{n-1} e^{-x^2} \, dx \]

\[ \gamma(n) = \int_{-\infty}^{\infty} (ax)^{n-1} e^{-a^2x^2} \, dx \]

\[ \gamma(n) = \frac{a^n}{\pi} \int_{-\infty}^{\infty} x^{n-1} e^{-a^2x^2} \, dx \]

\[ \gamma(n) = \frac{a^n}{\pi} \int_{-\infty}^{\infty} x^{n-1} e^{-a^2x^2} \, dx \]

\[ \gamma(n) = \frac{a^n}{\pi} \int_{-\infty}^{\infty} x^{n-1} e^{-a^2x^2} \, dx \]

\[ \gamma(n) = \frac{a^n}{\pi} \int_{-\infty}^{\infty} x^{n-1} e^{-a^2x^2} \, dx \]

8. Now consider \( a = is \)

\[ \gamma(n) = \int_{-\infty}^{\infty} x^{n-1} e^{-i\pi x} \, dx = \frac{\pi^{\frac{n-1}{2}}}{\Gamma(n/2)} \]

\[ F_c(s) = F_c(x^{n-1}) = \sqrt{\frac{2\pi}{s}} \int_{0}^{\infty} f(x) \cos(sx) \, dx \]

\[ = \left[ \frac{\pi}{2} \right] \cos(\pi x) \, dx + \left[ \frac{\pi}{2} \right] \cos(\pi x) \, dx + \left[ \frac{\pi}{2} \right] \cos(\pi x) \, dx + \left[ \frac{\pi}{2} \right] \cos(\pi x) \, dx \]

\[ = \left[ \frac{\pi}{2} \right] \cos(n\pi) \frac{\cos(n\pi)}{2} \]

\[ F_c(s) = F_c(x^{n-1}) = \sqrt{\frac{2\pi}{s}} \int_{0}^{\infty} f(x) \sin(sx) \, dx \]

\[ = \left[ \frac{\pi}{2} \right] \int_{0}^{\infty} \left( 15x^4 + 8x^3 + 6x^2 + 4x + 24 \right) \sin(sx) \, dx \]

\[ = \left[ \frac{\pi}{2} \right] \int_{0}^{\infty} \left( 15 \sin(sx) \, dx + \left[ \frac{\pi}{2} \right] \sin(\pi x) \, dx + \left[ \frac{\pi}{2} \right] \sin(\pi x) \, dx + \left[ \frac{\pi}{2} \right] \sin(\pi x) \, dx \]

\[ = \left[ \frac{\pi}{2} \right] \frac{\pi}{2} \sin(\pi x) \, dx + \left[ \frac{\pi}{2} \right] \frac{\pi}{2} \sin(\pi x) \, dx + \left[ \frac{\pi}{2} \right] \frac{\pi}{2} \sin(\pi x) \, dx \]
* For odd powers of $x$ we take the Fourier cosine series and for even powers of $x$ we consider the Fourier sine series

$$G(x) = \left[ \frac{5}{2} \sin^2 \frac{x}{2} + \frac{1}{2} \cos^2 \frac{x}{2} \right] + \frac{2}{\pi} \sum_{n=1}^{\infty} \left( \sin \frac{n\pi}{5} - \sin \frac{2n\pi}{5} \right) \frac{\sin \frac{n\pi x}{5}}{\sin \frac{n\pi}{5}}$$

$$= \left[ \frac{5}{2} \sin^2 \frac{x}{2} + \frac{1}{2} \cos^2 \frac{x}{2} \right] + \frac{2}{\pi} \sum_{n=1}^{\infty} \left( \frac{\sin \frac{n\pi x}{5} - \sin \frac{2n\pi x}{5}}{\sin \frac{n\pi}{5}} \right)$$

-------------(5)

IV. RESULTS AND DISCUSSIONS

In the research work two methodologies like Laplace and Fourier transformations were employed for exchanging secret messages from source to destination. In an unsecured network sent messages become vulnerable and sometimes are hacked and are also subjected to brutal force attack. The methodology deployed and employed works fine to keep the message intact.

There is no loss in the message, by the above mentioned methodologies. The Fourier transformation is bit faster than the Laplace transformation. The original message is added with salt and pepper and the message is encapsulated with a higher degree of security. The mathematical formation for the above example for a simple scenario, exhibits a correct outcome.

The Laplace and the Laplace inverse transformation and Fourier and the Fourier inverse transformation works fine in the security scenario. The 100% retrieval of the message is possible in a faster manner. Intruders, sniffers and crypto analysts experience difficulty to break the key which was implemented with a higher degree of protection.

A. NUMERICAL EXAMPLE USING LAPLACE

Let us apply the above process to Encrypt and Decrypt a word.

“HUMAN COMPUTER INTERFACE”.

Let us take the key as “ INTEL ”. This key is helpful to decrypt the Secret Message.

B. ENCRYPTION

HUMAN COMPUTER INTERFACE

+ + +

INTEL INTELL INTELIN

PIGEY LJCJTDRL MYCRLJLKR

Consider -> PIGEY

P=15 (alphabetical order ,a=0,b=1,...,p=15)
I=8,G=6,E=4,W=24
Therefore

$G(x) = 15x^5+8x^3+6x^2+4x+24$

C. USING LAPLACE

$L(G(x)) = L(15x^5)+L(8x^3)+L(6x^2)+L(4x)+L(24)$

since $L(kx^n) = K^n(n! / s^{n+1})$

$F(S) = 15*(4! / s^5) + 8*(3! / s^3) + 6*(2! / s^1) + 4*(1! / s^0) + 24 / s$

D. DECRYPTION

1. Inverse Laplace

$L^{-1}(F(S)) = G(x) = 15x^5+8x^3+6x^2+4x+24$

Therefore the plain text is HUMAN

2. Consider coefficient of the polynomial

$P=15,I=8,G=6,E=4,Y=24$

Subtract key:

PIGEY

(-)

INTEL

-------------(5)

Therefore the plain text is HUMAN

Encrypted with the Fourrier Inverse Transformations.

for Even powers of “S” applying inverse Cosine series we get

$$= 8x^4 + 4x$$

for Odd powers of “S” applying inverse Sine series we get

$$= 15x^5 + 8x^3 + 6x^2 + 4x + 24$$

Therefore

$P=15,I=8,G=6,E=4,Y=24$

Subtract key:

PIGEY

(-)

INTEL

-------------(5)

Therefore the plain text is HUMAN

V. CONCLUSION

The mathematical ideologies behind the work will safeguard the message and the key to a great extent. Breaking the key is not an easy job, for the intruders to make some vulnerability to the packets. The Laplace and Fourier transforms with its respective inverse Functionalities play an inevitable role to keep the message with high protection.
In this work, the methods implement the job quickly, with high precision. The unauthorized person or the attacker can steal the information between source and destination. In this research work, it is clearly employed in all the segments with 360 degree security provided by the mathematical source.
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